
>> p=127
p = 127
>> isprime(p)
ans = 1
>> dec2bin(p)
ans = 1111111
>> q=113
q = 113
>> isprime(q)
ans = 1
>> dec2bin(q)
ans = 1110001

>> N=p*q
N = 14351
>> dec2bin(N)
ans = 11100000001111
>> N_2=int64(N*N)
N_2 = 205951201

>> fy=(p-1)*(q-1)
fy = 14112

>> p=genprime(7)

>> q=genprime(7)
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>> m=11111
m = 11111  % m < N=14351

>> r=randi(N)
r = 9926
>> gcd(r,N)
ans = 1

>> e1=mod_exp((1+N),m,N_2)
e1 = 159453962
>> e2=mod_exp(r,N,N_2)
e2 = 67575538
>> c=mod(e1*e2,N_2)
c = 21508828

>> d1=mod_exp(c,fy,N_2)
d1 = 197426708
>> d1m1dN=mod((d1-1)/N,N)
d1m1dN = 13757
>> d2=mod((d1-1)/N,N)
d2 = 13757
>> d3=mulinv(fy,N)
d3 = 5224
>> mod(fy*d3,N)
ans = 1
>> mm=mod(d2*d3,N)
mm = 11111
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